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Introduction

The Use of the Internet/ICT by Human Rights Defenders & Activists
Introduction

- Communication
- Information Sharing
- Advocacy Online
- Information Gathering
- Data/Information Gathering
- Awareness Creation, etc.
The Threat landscape

- Enemies
- Threats
- Consequences
Enemies

- State Agencies
- Political Groups
- Corporations
- Media
- Insiders
- Others
Consequences

- Blackmailing
- Loss of Data
- Human Rights Infringements
- Reputational Damage
- Financial Losses
- Legal/Criminal Offenders
- Privacy Violations
- Others
Tools and Solutions

- Tor Browser
- Encryption
- Anti-malware
- Security Configurations/Firewall
- Security Audit
- Secure Instant Messengers
- Best Practices
Cyber Security & Social Media Ethics
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